**Conteúdo do Dia: 08 de Julho de 2025**

Olá! Hoje é dia de reforçar as bases jurídicas da administração pública e entrar num tópico essencial para qualquer profissional de TI no governo: a segurança da informação.

**1. Noções de Direito (Conhecimentos Gerais)**

* **Foco do Dia:** Princípios da Administração Pública (Art. 37 da Constituição)
* **Resumo Teórico:** O Artigo 37 da Constituição Federal é de leitura obrigatória. Ele estabelece os princípios que regem toda a Administração Pública. O mais famoso é o mnemónico **LIMPE**:
  + **L**egalidade: O gestor público só pode fazer o que a lei permite.
  + **I**mpessoalidade: A administração não pode favorecer ou prejudicar ninguém; o tratamento deve ser igual para todos.
  + **M**oralidade: A atuação do agente público deve ser ética e honesta.
  + **P**ublicidade: Os atos da administração devem ser transparentes e de conhecimento público, exceto nos casos de sigilo previstos em lei.
  + **E**ficiência: A administração deve buscar os melhores resultados com o menor custo possível.
* **Dica Prática de Hoje:** A FGV adora criar cenários (pequenas histórias) onde um destes princípios é violado. Pense em exemplos práticos para cada um. No **Mapa Mental Interativo da Lei de Licitações**, use o botão **"Explicar Princípio ✨"** para pedir à IA: "Crie um pequeno caso prático sobre a violação do princípio da impessoalidade num concurso público."

**2. Eixo 3: Infraestrutura, Redes e Segurança da Informação (Conhecimentos Específicos)**

* **Foco do Dia:** Pilares da Segurança da Informação (CID)
* **Resumo Teórico:** A segurança da informação, um dos temas mais quentes do edital, assenta-se em três pilares fundamentais, conhecidos pelo mnemónico **CID**:
  + **C**onfidencialidade: Garantir que a informação seja acessível apenas por pessoas autorizadas. Pense em criptografia e controlo de acesso.
  + **I**ntegridade: Assegurar que a informação não foi alterada de forma não autorizada durante o armazenamento ou a transmissão. Pense em *hashes* e assinaturas digitais.
  + **D**isponibilidade: Garantir que a informação e os sistemas estejam disponíveis para os utilizadores autorizados sempre que necessário. Pense em *backups*, redundância de servidores e proteção contra ataques de negação de serviço (DDoS).
  + *Nota:* Embora o CID seja a base, a FGV também pode cobrar outros princípios como a **Autenticidade** (garantir que o utilizador é quem diz ser) e o **Não Repúdio** (impossibilidade de negar a autoria de uma transação).
* **Dica Prática de Hoje:** Os conceitos podem parecer abstratos. Use o **Guia Interativo de Estudos**, vá ao card do **Eixo 3** e use o botão **"Detalhar Tópico ✨"**. Peça à IA para: "Diferencie com exemplos práticos do dia a dia de um órgão público a Confidencialidade, a Integridade e a Disponibilidade da informação."

Vamos em frente! Dominar estes fundamentos é essencial para construir uma base sólida para os tópicos mais avançados que virão.

Bons estudos!